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C
atholic healthcare organizations arc 
committed to fulfilling their mis
sion of providing high-quality ser
vice with honesty and integrity. By 
adop t ing and implement ing an 

effective corpora te compliance p r o g r a m , a 
Catholic healthcare organization can reinforce 
this commitment and maximize the organiza
tion's protection from criminal and civil liability. 

This article defines "corporate compliance pro
gram," identifies the seven elements of an effec
tive program, and summarizes the steps an orga
nization must take to implement a corporate 
compliance program. 

WHAT IS A CORPORATE COMPLIANCE PROGRAM? 
A corporate compliance program is a systematic 
effort to prevent, detect, and report violations of 
law throughout the organization. Compliance 
programs are designed to ensure that the organi
zation's employees and agents conduct them
selves in conformance with all applicable legal 
requirements. 

Because ethical behavior is a core component 
of a Catholic organization's mission, adopting a 
compliance program should not necessitate sig
nificant changes in the behavior of its employees 
and agents. For many Catholic organizations, 
implementa t ion of a compl iance p rogram 
involves centralizing already-existing efforts 
throughout the organization. However, the orga
nization will need to adopt an administrative poli
cy and a code of conduct and ensure that its 
detailed policies and procedures are adequate. 

The administrative policy institutes the pro 
gram's structural aspects (e.g., allocates responsi
bility for program oversight, establishes media 
nisms for reporting and investigating violations, 
describes education requirements). 

The code of conduct usually includes a general 

summary of the major legal requirements applica
ble to the organization and summarizes the obli
gation of employees and agents to conduct them
selves ethically and in accordance with legal 
requirements applicable to the organization's 
operations. 

The organization's detailed policies and proce
dures provide specific guidance to employees and 
agents who are directly responsible for compli
ance with legal requirements. 

Corporate compliance programs are most 
commonly discussed in the context of Medicare 
fraud and abuse. But a truly effective program 
will assure compliance in all areas that represent 
significant legal exposure for the organization 
(e.g. , antitrust, employment, environmental, 
fraud and abuse, intellectual property, occupa
tional safety and health, patient protection, and 
tax). 

RISE OF CORPORATE COMPLIANCE PROGRAMS 
In 1991 the U.S. Sentencing Commission—an 
agency established to promote greater consisten-
cy in federal criminal punishments—adopted the 
Federal Sentencing Guidelines, which deal with 
sentencing organizations that have been convict
ed of crimes such as fraud or racketeering.' This 
development went largely unnoticed in healthcare 
until the mid-1990s, when the government esti
mated that Medicare overpaid heal thcare 
providers by more than S23 billion in 1996 and 
began an all-out effort to reduce fraud in health
care.' This effort includes extensive audits of 
billing practices, aggressive criminal and civil 
prosecutions, and exclusions of offenders from 
the Medicare and Medicaid programs. Recent 
legislation passed by Congress has increased the 
government's ability to conduct this "war" on 
healthcare fraud.3 

The U.S. Department of Justice's (DOJ 's) 
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1997 " H e a l t h Care 
Fraud Report" reflects 
the government's com
mi tment to enforce
ment in this area: 

• FBI investigations 
in healthcare increased i 

by more than 300 per p r O g T a i l l COll reCKlCC 
cent between 1992 and gove rnmen t expects 
1996. hospitals to adopt cor-

• Convictions for r^pt-joll-ipc \~\\7 llf^ 1~0 porate compliance pro-
heal thcare fraud in- p v i l i U U C a Uy U | J L U grams. In February the 
creased from 90 in federal gove rnmen t 

imposed compliance 
program with s tan
dards more severe than 
those established under 
the Federal Sentencing 
Guidelines. 

Finally, it has be
come clear that the 

penalties by up to 

95 percent. 
1992 to 307 in 1996. 

• Civil heal thcare 
fraud inves t igat ions 
increased from 270 in 
1992 to 2 ,488 in 
1996.4 

The government also announced that the U.S. 
Department of Health and Human Services, the 
FBI, and the DOJ have targeted more than 75 
percent of the nation's hospitals for Medicare 
fraud and abuse investigations. As a result of 
these efforts, the government has entered into 
settlement agreements with several major health
care providers, including a S161 million settle
ment with Caremark, Inc., and a $379 million 
settlement with National Medical Enterprises, 
Inc.5 

Coinciding with the government's increased 
enforcement activities has been a dramatic 
increase in the number of qui tarn, or "whistle 
blower," lawsuits filed against healthcare organi
zations for Medicare and Medicaid false claims." 
Given these developments in government and 
private enforcement, many healthcare organiza
tions have begun to police themselves to prevent 
fraud and other types of civil and criminal viola
tions. 

IMPORTANCE OF COMPLIANCE PROGRAMS 
It is important for Catholic organizations to 
implement corporate compliance programs. 
Their mission demands it. These programs help 
reduce civil and criminal violations within the 
organization, reducing the amount of litigation 
filed against the organization. 

If a violation of law does occur, the organiza
tion with an effective compliance program is in a 
better position to respond to a government inves
tigation and benefits from criminal monetary 
penalty reductions of up to 95 percent. Without 
an effective program, a convicted organization 
faces much stirrer penalties and possibly a court-

released "The Office of 
Inspec to r Genera l ' s 
Program Guidance for 
Hospitals" ("OIG Hos
pital M o d e l " ) . " Al

though the "OIG Hospital Model" states that 
the document is designed to promote "voluntari
ly developed" compliance programs, it contains 
more than 30 pages of detailed information con
cerning what the government expects in a hospi
tal's program. The government's issuance of this 
document is a strong indication that failure to 
adopt a compliance program can have serious 
negative consequences for a hospital. 

SEVEN ELEMENTS OF A COMPLIANCE PROGRAM 
The Federal Sentencing Guidelines identify seven 
elements of an effective corporate compliance 
program: 

1. The organization's compliance standards 
are reasonably capable of reducing the prospect of 
criminal and civil violations. The first step in 
satisfying this element is to conduct a compre
hensive risk assessment, or legal audit, of the 
organization's operations. The risk assessment 
identifies the major legal requirements applicable 
to the organization, determines whether detailed 
policies and procedures exist that maximize com
pliance with these legal requirements, and identi
fies areas of vulnerability that require further 
investigation and improvement. It may not be 
necessary to conduct a retrospective examination 
(along the lines of a financial audit) of all the 
organization's records and practices. Rather, a 
"concurrent" review that focuses on the adequacy 
of the organization's policies (i.e., determining 
whether satisfactory policies have been adopted 
and, if so, testing whether such policies are car
ried out in practice) should allow for develop
ment and implementation of an effective pro
gram. To maximize protection by the attorney-
client privilege, the organization should retain 
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legal counsel to oversee the risk assessment pro
cess. Most organizations will need to retain a 
billing consultant to assist with the billing com
pliance portion of the risk assessment. 

2. "High-level personnel" oversee the corporate 
compliance program. The board of directors 
should designate a "corporate compliance com
mittee" to supervise the program's operation. 
The organization's board or management staff 
should designate a corporate compliance officer 
responsible for monitoring the program's imple
mentation and its day-to-day operation. The cor
porate compliance officer should have direct 
access to the organization's board and the chief 
executive officer. Many healthcare executives arc 
surprised that the "OIG Hospital Model" indi
cates that there is some risk in delegating corpo
rate compliance responsibilities to an individual 
who is subordinate to the hospital 's general 
counsel or chief financial officer. 

3. The organization ensures that substantial 
discretionary authority is not delegated to indi
viduals who the organization knew, or should 
hare known through the exercise of due diligence, 
had a propensity to engage in illegal activities. 
This element requires background screening 
checks for potential employees who will hold sig
nificant discretionary authori ty. The " O I G 
Hospital Model" identifies a number of federal 
databases that should be consulted for this pur
pose.8 

4. The organization communicates effectively 
its compliance standards to all employees and 
agents. A critical (and time consuming) step is 
the establishment of mandatory educational pro
grams. These sessions assure that employees and 
agents with whom the organization conducts sig
nificant business, including medical staff mem
bers, understand the program's components and 
the legal requirements relevant to their job 
responsibilities. 

General educational sessions should cover the 
administrative policy and the code of conduct. 
Specialized sessions on specific legal requirements 
(e.g., fraud and abuse, environmental, tax) will 
need to be conducted for appropriate groups. 

Communication efforts should be handled 
carefully so that the program is received appropri 
ately. Employees need to understand that man
agers intend to monitor and enforce the program 
uniformly. However, the material should be pre
sented in a nonthreatening way that does not 
negatively affect employee morale or relationships 
with managers. 

5. The organization takes reasonable steps 

to establish reporting and monitoring proce
dures. The organization will need to identify a 
number of alternative ways for employees, 
agents , and others to report any suspected 
misconduct that may violate law or the orga
nization's policies. One or more anonymous 
methods should be offered so that employees 
do not fear retaliation. 

The organization also must establish An ongo
ing monitoring procedure. This need not entail 
a full-blown risk assessment every year, but 
requires a process to ensure that the reporting 
mechanisms, investigative procedures, educa
tional programs, and other components of the 
program arc functioning appropriately. 

6. The organization enforces the standards 
through consistent disciplinary actions. A viola
tion of the program must be met with appropri
ate disciplinary responses consistent with the 
organization's human resources policies and any 
other applicable organizational policies such as 
medical staff bylaws, rules, and regulations. 

7. Tl)e organization establishes reasonable steps 
to respond if offenses are detected and to prevent 
future offenses. The program should establish a 
process for reporting violations of law to the gov
ernment (following the advice of legal counsel) 
and for evaluating whether the organization 
should modify its existing administrative policy, 
code of conduct, or detailed policies and proce
dures to prevent future violations. 

Six STEPS TO ADOPT A COMPLIANCE PROGRAM 
To develop a corporate compliance program that 
satisfies these seven elements, organizations 
should take the following steps: 

• Adopt a board resolution. The organi/a 
t ion ' s board needs to adopt a resolution to 
authorize the creation of a corporate compliance 
program; state the organization's commitment to 
preventing, detecting, and reporting violations of 
law; and approve the retention of experienced 
legal counsel to maximize availability of the attor
ney-client privilege for the program design pro
cess. 

• Designate a corporate compliance com
mittee and officer. As noted, to ensure high-
level oversight of the program, it will be necessary 
to appoint a corporate compliance committee 
and a corporate compliance officer. 

• Conduct a risk assessment. After the board 
has identified the corporate compliance commit
tee and officer, the risk assessment should be con
ducted. 

• Deve lop an organizat ion-specif ic pro-
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g r a m . Using the results of the risk 
assessment, the organization needs to 
adopt AU administrative policy, develop a 
code of conduct specific to the organiza
tion's operations, and adopt detailed 
policies and procedures. 

• Conduct educat ional programs. 
After the organization has completed the 
program's written documents , it can 
begin educational programs for employ
ees .\nd agents. 

• Implement the program. Once the 
previous steps have been completed, the 
organization will be ready to put in place 
all the structural components of the pro
gram detailed in the administrative policy 
(e.g., reporting mechanisms, investiga
tion procedures, monitoring process), a 
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ance. Any vendor or consul tant ' s 
financial strength and other back
ground information must be verified. 
Agreements should include achiev
able time lines, and clear personnel 
commitments and goals. Organiza
tions should not accept limits on 
damages. Some are considering hav
ing third parties confirm that the pro
posed solution works to avoid relying 
on contract language alone. Many 
consultants and vendors may not 
exist when an organizat ion seeks 
compensation from them for a future 
problem. Also, since new vendors 
acknowledge the potential for errors 
in their data conversion, a mechanism 
should be in place to identify the 
responsible party if an error is made. 

Complications will arise if past ven
dors are contacted. They may say the 
new vendor has destroyed the sys
tem's capabilities by changing codes 
and language. They may raise con
tractual copyright and confidentiality 
issues and block access by the new 
vendor. Using a new vendor or con
sultant as an expert witness may result 
in charges of conflicts of interest; the 
new vendor may ask for indemnifica
tion against liability, and the past ven
dor may claim interference with the 
original project. 

TAKE ACTION NOW 
The YK2 problem will not necessarily 
occur only in the year 2000. Many 
consulting firms and large providers 
have indicated that as computer sys
tems approach 2 0 0 0 , perhaps in 
1999, they will start to malfunction 
on different and unpredictable dates. 
Only careful planning and prudent 
inquiry will prepare healthcare orga
nizations for the potential major and 
minor impacts . • 

5> For more information, contact Mr. 
Fader at 215-751-2396; e-mail: Henty_Fader@ 
SHSL.com. 
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